
Rear Adm. Anderson:  First of all, Second Fleet has been working 
hard, at least the last two years, to get more integrated not only 
into the joint world with the other Services, but also with our 
coalition and NATO partners worldwide, and most importantly 
with the interagency piece.  In the last six to nine months we 
have started getting some incredible traction.  

We realize that 2nd Fleet has a key role in the security of the na-
tion as we develop a joint, coalition and interagency solution to 
the maritime challenges of homeland defense. To that end, we 
have stood-up our Maritime Operations Center - Experimental 
(MOC-X) as a viable and relevant warfighting capability to rap-
idly field and test both equipment and tasks that can then be 
replicated in all the numbered fleet MOCs.  

JEFX is an exercise that is providing us a venue to work through 
some of the operational level planning challenges as well as 
highlighting the tactical TTPs (tactics, techniques and proce-
dures) and CONOPS (concept of operations) of working with 
other Services and agencies.  The end result will be another ma-
jor step toward the Chief of Naval Operations' goals for maritime 
domain awareness.  
 
In the last couple of weeks, we have had several of the num-
bered fleet commanders visit 2nd Fleet.  We want to make sure 
as we model new processes and capabilities within Navy, we 
share best practices so all of our Maritime Operations Centers 
develop in parallel.  We are extremely focused in our efforts to 
not be working in a ‘stove-pipe’ but to constantly be communi-
cating with other commands working similar issues.  

Probably the most important aspect of exercises like JEFX 06 is 
what we do with lessons learned after the exercise.  Or simply 
put, ‘so what’?  Take for example Maritime Dynamic Targeting.   
In the past, we have seen both gaps and overlaps between mari-
time, land and air components.  This is extremely evident in the 
Time Sensitive Targeting cell of the JFACC (Joint Force Air Com-
ponent Commander).  

As all components are continually developing faster and more 
lethal capabilities, we need a way to update the processes we 
use to prosecute these targets. This exercise has allowed us to 
work real world, challenging scenarios to define for all compo-
nents the best practices to effectively and efficiently prosecute 
these targets.  
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Rear Adm. Anderson:  Maritime Dynamic Targeting is the process 
of prosecuting a time-sensitive target in the maritime environ-
ment.  Navy has done this for years, but now we are working to 
do it in the joint arena where the JFACC and JFLCC (Joint Force 
Land Component Commander) have visibility on what we’re 
doing.  This is extremely important due to the command and 
control of who owns the assets available to strike, and who is 
controlling those assets when you need them. 

When we see a new target pop up, do we have the processes and 
relationships built to immediately identify and prosecute it with 
the best platform available and in concert with the JTF (Joint 
Task Force) commander’s desired effects?  Do we have the com-
mon TTPs of all components to work together in each other’s 
area of responsibility to do so as efficiently as possible?  These 
are some of the things exercises like this give us.  

CHIPS:  You mention coalition and other agencies a good bit.  Why 
is it so important that the Navy works with them in the maritime 
domain? 

Rear Adm. Anderson:  You have heard the CNO talk about a 1,000 
ship Navy.  What does that mean?  Does it mean he wants to 
have 1,000 ships in the U.S. Navy painted gray with U.S. Sailors on 
them?  Not at all.  What we want to be able to do is build an op-
erating maritime picture that is worldwide using coalition and 
joint partners so that whoever has the sensor, whoever identifies 
the ship, can then put it all into one truly worldwide common 
operating picture that we can tap into.  

For instance, the U.S. Coast Guard has a fantastic picture of the 
maritime domain out to about 12 miles.  We have worked with 
them to develop our common operating picture to include all 
they offer.  What we are endeavoring to do now is to make sure 
we are not playing what we call the ‘catcher’s mitt.’  If something 
bad is coming into this country on a ship, whether it is off the 
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coast here in Norfolk, in Hawaii or anywhere else — we want to 
know about it long before it gets that close.  This requires that 
we fuse our intelligence and sensors with many other agencies 
and countries worldwide, so we know before it is actually loaded 
on the ship.    

Federal agencies and all the Services have been working on 
this. The lane where 2nd Fleet has responsibility, working for 
U.S. Northern Command through U. S. Fleet Forces Command, 
is where we are concentrating our efforts.  Those efforts have in-
cluded building new relationships outside of DoD.  

Vice Adm. Mark Fitzgerald, Commander, Second Fleet, now has 
written memorandums of understanding or direct liaison with 
the State Department, FBI and NCIS (Naval Criminal Investiga-
tive Service).  We do a lot bilaterally with the United Kingdom 
and Canada.  

This has allowed us to develop many new ways of identifying 
and solving problems and then sharing them within Navy life-
lines with the other numbered fleets as well as with many other 
organizations outside of the Navy.
  
CHIPS:  How do you operate with first-responders like state and lo-
cal agencies where these personnel don’t report to the military?

Rear Adm. Anderson:  Here in Tidewater we have several differ-
ent city municipalities that each has a maritime police capabil-
ity.  At the Joint Harbor Operations Center (JHOC) that the Coast 
Guard runs in Hampton Roads, they are constantly working to 
solve command and control issues like you describe.  If a suspect 
ship is observed by the Norfolk Police Department, the Norfolk 
Police know who they report to and what to expect.  The same is 
true for Virginia Beach and all the others.  

This gives the visibility needed to ensure every agency knows 
what it is expected to do, who is in control, and then allows the 
Coast Guard to coordinate efforts.  This is something that is hap-
pening right now.  

CHIPS:  How has Second Fleet’s mission changed in the last few 
years to help fight the war on terror?

Rear Adm. Anderson:  Second Fleet has four major objectives.  The 
first one is certification for all the carrier strike groups, surface 
strike groups and expeditionary strike groups before they are 
deployed.  We don’t train them anymore.  We have subordinate 
commands that do their training.  However, Vice Adm. Fitzgerald 
is the final authority to certify a CSG, SSG or ESG as combat ready.  
That’s still our bread and butter.

The second mission objective we have is to be able to have our 
staff function as a Joint Task Force commander.  The third one is 
to be the Joint Force Maritime Component Commander (JFMCC) 
much like you saw with Hurricane Katrina.  Katrina gave us a 
chance to validate the new staff structure we had to develop to 
be able to serve these new mission objectives of JTF or JFMCC.  

This new command structure is what we call a distributed staff.  
We have a small portion of our staff that is trained, manned and 
equipped to forward deploy at any time.  Then through reach-
back, we can increase our work capacity by having portions of 
the required work completed by the bulk of our staff that re-
mains in the headquarters.  We are constantly developing the 
skill sets our people need to effectively operate this way and im-
proving the hardware needed to support them.  

The fourth major objective for Second Fleet is in our NATO com-
mand, the Combined Joint Operations from the Sea Center of 
Excellence that we stood up last year.  

CHIPS:  What about the federal agencies that can’t work on our net-
works, like SIPRNET, because of the security classification require-
ment.  What will be the communication method? 

Rear Adm. Anderson:  I will give you two answers to that.  First of 
all, the Joint Interagency Task Force South (JIATF-S) in Key West, 
Fla., has been up and running for a number of years, primarily 
focusing on the drug trade.  You will have a watchfloor, like in 
our MOC, with an FBI agent seated next to a CIA agent, seated 
next to a Navy officer, who is seated next to a Coast Guardsman, 
seated next to an Airman seated next to a Dutch officer — and 
they are all internally set up on their own equivalent of SIPRNET. 

Let’s say that I want to see data in the FBI agent’s database, which 
may entail opening an active criminal investigation in our coun-
try.  There are serious reasons the FBI would not want me to have 
access to that system, just like we have reasons that we don’t 
want people to be able to get into SIPRNET.  

What JIATF-S has done is establish the protocols they need to 
be able to share only the needed information.  We may not have 
complete visibility to their entire database, but we can glean out 
what we need at any time.  That’s one way we are going about it.  

We have also started working creative ways to cordon off por-
tions of SIPRNET and to make more systems interoperable.  NET-
WARCOM (Naval Network Warfare Command) has been working 
very hard to help provide us the tools we need to meet our op-
erational requirement and yet still ensure we have the proper 
level of security in our systems. 

Let me give you an example.  Last year, the USS Theodore Roos-
evelt (CVN 71) Strike Group had a Spanish ship in their battle 
group.  During their Joint Task Force Exercise (JTFE), we invited a 
rear admiral from the UK to come over with his entire staff and 
serve as our JFMCC.  

So, we had a U.S. JTF Commander, Vice Adm. Fitzgerald em-
barked on USS Iwo Jima (LHD 7), with a UK two-star serving as 
the JFMCC in our headquarters in Norfolk, tasking the CSG com-
mander onboard Theodore Roosevelt, who had, as one of the 
key ships in his command, a Spanish ship.  We had four different 
systems on live chat, and all were able to communicate through-
out the exercise.
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T
he Joint Expeditionary Force Experiment 2006 is the sixth 
in a series of U.S. Air Force biennial highly focused, mul-
tinational, multi-Service military experiments. JEFX sup-
ports multi-functional exploration, spiral development 

and rigorous assessment of initiatives in the areas of command 
and control, space, information management, combat forces, 
mobility, combat and logistics support, and homeland defense.  
The Main Experiment (MAINEX) executed April 18-28, 2006.

JEFX 06 is the first experiment to leverage the integration efforts 
of experimentation and link them directly with test and evalua-
tion to prepare the Combined Air and Space Operations Center 
(CAOC) weapon system for expedited operational fielding.  

The goals for this experiment are to better integrate CAOC pro-
cesses, expand the use of data links, extend networks linking 
operational and tactical levels of execution, and improve coor-
dination processes for collecting, fusing and disseminating infor-
mation in support of homeland security and defense.

“JEFX 06 is a true experiment.  It is Air Force directed,” said Sec-
ond Fleet science adviser, Tom Forbes. “Navy plays in JEFX to in-
teroperate, to be interdependent with the Air Force on the same 
operational level.  We experiment with the latest and greatest in 
technology.  We take away lessons learned, and we make recom-
mendations as to what to do with the ‘so what’ after we have fin-
ished with the experiment and the analysis work.  Do we accel-
erate production or do we let it mature more in the laboratories 
and industry floors before we turn it over to the warfighters?” 

The Navy portion of JEFX 06 is sponsored and led by the Na-
val Network Warfare Command (NETWARCOM), the operational 
agent for the Navy’s FORCEnet program under Sea Power 21.  
Second Fleet is the overall fleet lead for JEFX 06.  

STIMS
The Navy Warfare Development Command (NWDC) coordinates 
the Sea Trial component of the Sea Power 21 vision, the Navy’s ex-
perimentation program. The Sea Trial Information Management 
System (STIMS) for concept development and experimentation, 
developed by the NWDC, is an interactive, secure database locat-
ed on the NWDC SIPRNET Web site (nwdc.navy.smil.mil/stims).  
STIMS serves as the central library of initiatives, events and proj-
ects to manage Sea Trial events and related activities, as well as 
to support cataloging all experimentation.

After the experiment, the evaluation process includes the appro-
priate Fleet Collaborative Team, the operational agent, and ulti-
mately the Sea Trial Executive Steering Group.  STIMS is also the 
repository of analysis and assessment documents that are linked 
to Sea Trial experimentation proposals and initiatives.

The Experiments
Each of the Navy’s four JEFX 06 initiatives has its own STIMS 
unique identifier, Forbes explained. The objective of STIMS No. 

By Sharon Anderson

U.S. Second Fleet — the Fleet Lead in Joint Expeditionary Force Experiment 2006
I went down to the British commodore’s stateroom on USS Iwo 
Jima one evening because he came to my stateroom and said, 
‘You have to come see this!’  He had four screens up with live chat 
going from us aboard Iwo Jima to the UK commander in Nor-
folk on this releasable SIPRNET, down to the Theodore Roosevelt 
Strike Group, over to the Spanish ship Alvaro de Bazán (F101). We 
were doing live chat for four different systems all at one time.  

Those are some of the things that NETWARCOM has helped us 
work through.  A lot of the time, the problem is not hardware but 
specific protocols and getting the authority to interoperate.

Are we there yet? No. Have we identified where we need to 
get to? Yes, we have.  And we are getting there a lot faster than 
anybody anticipated at this point.  All players, whether it is FBI, 
whether it is the State Department, the UK as a NATO partner, 
whether it is the Spanish government as a coalition partner 
— everybody understands — and everybody is trying to move 
toward that. 

We just have to continue to adapt and do the hard detail work.  
But it is work that is making our country a safer place everyday.  

CHIPS:  Is there any final comment you would like to leave us with 
today? 

Rear Adm. Anderson:  I firmly believe that one of the most impor-
tant things we have to get better at across not only DoD, but all 
of the other agencies, is explaining to the American people what 
we are doing to make their military more effective in the ‘Long 
War’ that is GWOT (global war on terror).  How we are making 
America a safer place. 

The Goldwater-Nichols Act was designed to make DoD become 
joint and interoperable.  The operations in Grenada proved to us 
years ago that the Services didn’t even have radios that could 
talk to each other. We have matured dramatically since those 
days and are indeed interoperable today.  

Interoperable is nothing more than ensuring my people and 
equipment works with your people and equipment.  This is im-
portant, but it is not good enough any more.  We need to get 
to the point where we are truly interdependent, which means 
I cannot do my job without you, and you cannot do your job 
without me.  

This level of coordination demands trust and an in-depth under-
standing of every players’ strengths and weaknesses.  We need to 
get to this point not only within DoD, but within the other gov-
ernment agencies as well.  What you are going to see here today 
is how Second Fleet is making this concept a reality today.

For more information about U.S. Second Fleet, go 

to http://www.secondfleet.navy.mil/.
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